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Data is aggregated by a sink, when K sensors, out of a large
population of N sensors in the network have a message to transmit
over the wireless channel.
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m Using the code to right, both the message and the identity of

the senders are secured, while the sink simultaneously decodes

all messages.
m Highly efficient: order of llféK log N slots.
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